
Our innovative and growing company is looking to fill the role of threat
intelligence. If you are looking for an exciting place to work, please take a look at
the list of qualifications below.

Responsibilities for threat intelligence

Continuous development of advance hunt techniques for the identification of
threat actors across the McDonalds environment
Develop new threat intelligence, detection, and hardening strategies
Provide information protection expertise to operational teams to ensure
systems are properly protected and monitored by design
Profile new and emerging threats to the technology landscape
Enhance internal investigation capabilities for responding to security events
Serve as a member of the incident response team, providing mentoring to
other team members as needed, while performing Level 2 support
Contribute ideas to the future state technology roadmap ensuring effective
investments are made to enable scale, quality, and maintenance and overall
cost effectiveness
Operate the SIEM and Security Analytics systems along with security
monitoring and third party tools used for intrusion analysis and incident
response
Support information security investigations
Refresh / develop new threat intelligence, detection, hardening strategies

Qualifications for threat intelligence

B-degree in a Technology related field (NQF level no
Strong programming skills in multiple languages (Python, Ruby, C, etc)
Experience with cloud services and building distributed, scalable applications
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Desire to learn more about data breaches and the methodologies attackers
use to accomplish their tasks


