
Our growing company is hiring for a threat intelligence. We appreciate you taking
the time to review the list of qualifications and to apply for the position. If you
don’t fill all of the qualifications, you may still be considered depending on your
level of experience.

Responsibilities for threat intelligence

Assists in the refinement of the application penetration testing framework,
including deliverables, custom script development, testing methods and
techniques, and ongoing research
Work with other IT support departments to ensure best practices are
followed for maintaining SEP
Utilize experience analyzing and synthesizing information with other relevant
data sources, providing guidance to analysts and operators, evaluating,
interpreting, and integrating all sources of information, and fusing computer
network attack analyses with available threat feed data
Communicate to team members and senior leadership both quantifiable and
qualifiable cyber risk to the organization through operational briefings and
threat intelligence reports
Train and mentor junior team members on intelligence analysis
Develop and use predictive analytics to counter threats by tracking attack
campaigns
Provide actionable information by producing
Conduct studies and make recommendations to produce a library of cyber
threats
Collaborate with teammates to develop focused threat intelligence that
protects our clients
Perform a thorough assessment of Customer Enterprise risks and identify
areas of improvement within the Security landscape
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Strong communication skills, particularly written communication
At least one security related certifications CISSP, CISM, CISA
Experience with support of Information Security operational needs incident
response, problem management, investigation support, data collection, and
Information Security initiatives
Ability to manage teams including scheduling, performance review and
handling personnel issues
Ability to write threat analysis reports and provide mitigation
recommendations
Demonstrated drive and interest in security topics


