
Our company is growing rapidly and is hiring for a threat intelligence. We
appreciate you taking the time to review the list of qualifications and to apply for
the position. If you don’t fill all of the qualifications, you may still be considered
depending on your level of experience.

Responsibilities for threat intelligence

Establish and maintain rapport with client technical staff and management
staff
Escalate engagement and client related issues, where appropriate, to
engagement lead
Provide deliverables and status reports with engagement results and
remediation guidance
Assist with Cyber Threat Intelligence research in support of internal projects
Contribute to public research objectives
Team leader within the Security Operations team focused on establishing and
delivering a threat intelligence capability
Producing, editing, and distributing a variety of concise and actionable threat
analysis and warning products in written and presentation form to an
audience that spans a range of customers from senior company executives to
security analysts and system administrators
Conducting studies and making recommendations to identify cyber threats
Identifying and developing threat signatures from all available sources
Apply critical thinking and writing with a focus on attacker capability to
destroy, degrade or deny access to systems and information

Qualifications for threat intelligence

Nine or more years of experience in computer forensic analysis
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Excellent technical writing abilities verbal communication skills
Technical expertise and/or breadth in systems environments and strategic
technologies
Reverse engineering and experience on multiple platforms
Threat intelligence correlation experience is a plus


