
Our growing company is searching for experienced candidates for the position of
system security analyst. If you are looking for an exciting place to work, please
take a look at the list of qualifications below.

Responsibilities for system security analyst

Providing architectural / risk based analysis of information assurance / cyber
security features and relate existing system to future needs and trends and
requirements
PKI administrator
Establish strict program control processes to ensure mitigation of risks and
support obtaining assessment and authorization of systems
Perform analyses and tests to validate established security requirements and
to recommend additional security requirements and safeguards
Configuring user access/user profiles (set-up, termination, analysis)
Business Unit Continuity Planning (BUCP) activities
You will work closely with Analysts, Integrators, Release Managers, and
Business Units to provide security support and guidance
You will work with our business partners to ensure we are meeting
expectations and adjust when needed
As we grow you will work closely with other teams in the organization
You will look for places to improve service and implement new processes

Qualifications for system security analyst

Candidate must have a good understanding and hands on experience in 2FA
(Multifactor authentication for remote desktop)
Good Understanding of Safenet Multi-factor, Multi-token Authentication
System
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management, content filtering, etc
Experience with VMware ESXi, ESX Servers and vCenter Server
Knowledge of Network DLP (Force Point)
BA/BS in Information Systems Management, Computer Science or related
discipline


