
Our company is looking for a senior network. To join our growing team, please
review the list of responsibilities and qualifications.

Responsibilities for senior network

Lead the evaluation, design, configuration, and implementation of network
security services including firewalls, VPN systems, IDP systems, and NAC
systems
Use models to determine cause and effect of network changes
Verify validity of configuration data of discovered equipment
Follow all documented business process governing Change, Configuration,
Asset, and Release Management
Work closely with the Route Development Team to identify commercial
opportunities
Work closely with other internal departments to ensure the smooth operation
of the schedule, announcement of new routes
Apply technical and business knowledge toward ensuring that appropriate
solutions are developed and deployed to meet business requirements
Vet solution designs to determine usability
Network Management & Monitoring Systems – Plan, deploy, and ensure that
all network monitoring systems are updated, secure, and performing
optimally for mission critical networking equipment
Execution of performance and capacity planning processes with service
provider(s)

Qualifications for senior network

Experience implementing routing policies through access lists, filters, prefix-
lists and AS-Path controls

Example of Senior Network Job Description
Powered by www.VelvetJobs.com



Excellent knowledge on Cisco Routing & Switching Technology
Knowledge in Telecom space for different LAN & WAN Links such as
Ethernet, FDDI, Token Ring, ATM, Frame-Relay, MPLS, STM, SIMI, FLAG etc
Basic Knowledge of voice Infrastructure such as VOIP, Call Manager, PBX etc
Knowledge of 802.1x NAC


