
Our company is growing rapidly and is looking to fill the role of senior cyber.
Thank you in advance for taking a look at the list of responsibilities and
qualifications. We look forward to reviewing your resume.

Responsibilities for senior cyber

Lead efforts to define processes and procedures that support secure design,
development, and support of products
Work with product engineering teams to understand cyber security test
results to help identify remediation techniques that could be employed to
address the findings
Participate in and assist with the development test protocols
Creates reports and recommendations for the Information Assurance (IA)
team review for application testing acceptance
Ability to analyze and interpret test findings to identify inter-related findings,
the root cause of issues
Support the Governance and Risk Compliance processes were test findings
are captured and raised for review and incorporation in product engineering
design
Provide the technical SME input into internal and external stakeholders and
projects
Development and support of security solutions that uplift csoc (Cyber
Security Operations Centre) capability
Day to day support, administration and monitoring of solutions/platforms
Uplift legacy solutions/platforms to maintain supportability

Qualifications for senior cyber

Demonstrated success leading and/or conducting security analysis, incident
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Organizational-understanding of corporate and government enterprise IT
solutions
Demonstrate manual product penetration testing
3 years of experience with HBSS, Windows Server 2003/2008R2, file/system
storage
A degree in Computer Sciences, Cybersecurity, Information Systems, or
related field required or equivalent combination of education and work
experience
Strongly prefer considerable knowledge and experience with both dynamic
and static code scanning tools such as WhiteHat, Fortify, WebInspect,
Veracode, etc


