
Our growing company is hiring for a senior cyber. We appreciate you taking the
time to review the list of qualifications and to apply for the position. If you don’t
fill all of the qualifications, you may still be considered depending on your level of
experience.

Responsibilities for senior cyber

Performs exploit analysis and authors exploitation tools/techniques
Demonstrate computer incident forensics (system, network, and/or malware)
capabilities in order to build context
Applies cyber security knowledge to help assess a variety of applications and
deployment platforms that are under development *
Leads and directs the development of Risk Management Framework
packages *
Manages the full range of security issues including architectures, software
assurance, data transfer, and network access *
Performs research and analyses to identify and investigate solutions to
complex cyber challenges *
Participates in relevant cyber security working groups *
May interface with external agencies (intelligence/government agencies)
Maintain and expand the security architecture for Financial Guard through
sound engineering processes
Direct collation of records and reports concerning network operations and
maintenance

Qualifications for senior cyber

DoD 8570.1-M Compliance at IAT Level II (e.g., Certified Information Systems
Security Professional (CISSP), GIAC Security Leadership Certification (GSLC),
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Documented education, specialization or certification in one (or more) of the
following technologies or tools
Experience in python programming, powershell programming, and script
development
Knowledge and experience of DoD and USMC security certification processes
to include risk management framework
Must possess experience with DoD’s defense in depth architecture
Must have CompTia Security+ or higher certification


