
Our growing company is hiring for a security & privacy. Please review the list of
responsibilities and qualifications. While this is our ideal list, we will consider
candidates that do not necessarily have all of the qualifications, but have sufficient
experience and talent.

Responsibilities for security & privacy

Analyzes effectiveness of processes in meeting privacy compliance objectives
Tests processes and applies mapping and streamlining techniques to improve
processes
Creates and implements plans for new or revised processes
Trains staff on applicable privacy requirements
Serves as subject matter expert on privacy requirements
Developing, implementing and monitoring ongoing compliance for assigned
North and South American region to assist Business Unit operations in
ensuring privacy programs requirements are met while adhering to
established corporate and Business Unit policies and procedures, and to
ensure compliance with contractual privacy and security requirements
Provide subject matter expertise to the assigned North and South American
Business Units and Executive Management on the initiative involving the
collection, use, and disclosure of personal information
Working with the Data Security & Privacy Manager and Chief Information
Security Office (“CISO”) to maintain and update information security and
privacy governance (i.e., policies, procedures, ) through an iterative,
committee-based, process involving leaders in Information Technology, Legal,
Audit and Privacy
Assist in the management of the vendor information security risk assessment
program
Driving & building out our E2E Global Security Program
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Proven experience working in healthcare company and maintaining current on
emerging federal and state requirements related to privacy and security of
health information is preferred
Previous experience working directly with state and federal regulatory
agencies preferred
Software development, programming and/or scripting experience (Perl,
Python, C, Java, PHP, ASP)
High degree of integrity and confidentiality, ability to adhere to company
policies and best practices
Operating system configuration and security experience (HP-UX, Linux,
Solaris, AIX)
Database Configuration and Security experience (MySQL, Microsoft SQL, IBM
DB2, Sybase, Oracle)


