
Our company is looking for a security management. We appreciate you taking the
time to review the list of qualifications and to apply for the position. If you don’t
fill all of the qualifications, you may still be considered depending on your level of
experience.

Responsibilities for security management

Serves as a subject matter/technical expert to the sales and service
organizations on all matters related to the functionality of all products within
the specific domain
Assist VP, Global Security, in creating and coordinating exercises related to
Business Continuity, Risk Analysis and Emergency Response plans
Participates in the strategic planning of program operations and major
projects designed to support security infrastructure
Establishes and maintains continuing liaison with both internal and external
counterparts, worldwide
Establishes and maintains effective working relationships with department
heads of AP headquarters and other bureaus to ensure the effective
coordination and implementation of complex financial management
strategies and procurement issues
Acts as the department’s lead coordinator of its Hostile Environment and
Emergency First Aid Training Course (HEFAT)
Maintains database of assigned Personal Protective Equipment (PPE)
Maintains and conducts testing of the AP’s crisis alert notification system
Maintains regular updates to the Global Security internal web page
Working in a corporate security consultancy role

Qualifications for security management
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Powered by www.VelvetJobs.com



5+ years of experience in a client facing role or in a software and enterprise
solutions in a market-facing product role
Experience working in a Human Capital Management (HCM) domain or with
Identity Management/ Security domain is required
Knowledge of and experience with security and compliance standards
Previous professional experience with Qualys Vulnerability Management and
Web Application Scanning is required
Previous professional experience with assessing vulnerability risk in a large
organization is required


