
Our company is growing rapidly and is looking for a security analyst, senior. If you
are looking for an exciting place to work, please take a look at the list of
qualifications below.

Responsibilities for security analyst, senior

Proactive change management, incident management, capacity management,
and hardware / software upgrades and patches
Perform problem diagnosis and use technical expertise to develop options
and solutions to specific problems that are technical in nature and which are
typically well, and contribute to remediation and recovery activity
Perform on-call and after-hours support where required
Maintain and support the identity and access management systems to deliver
the required levels of service to the banks employees, including the provision
of on-call and after-hours support for these systems
Investigate and resolve problems and defects encountered within the identity
and access management systems, while adhering to problem management
standards
Contribute to project related activities and meetings to support delivery of
project objectives
Perform technical problem diagnosis and use technical expertise to develop
options and solutions to specific problems
Use continuous improvement techniques to enhance the identity and access
management systems and their associated support and administration
processes
Responsible for the design, engineering, implementation, deployment,
documentation, testing, and ongoing capacity planning of security solutions
(hardware, software and systems configuration solutions)
Responsible for the control environment and identifies approaches to
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Qualifications for security analyst, senior

Understanding of NIST Special Publications and State and Local security
policies
Practical use and implementation of solid knowledge of information security
principles and practices for a public corporation
5+ years of experience in either forensics for multiple platforms (Windows,
Linux, SQL, ), or extensive experience in responding, investigating, and
recovering from breach or compromise
5 years of experience with IT security best practices including Authorization,
Authentication, Logging, and Network Security
Hands-on experience with commercial, open source and free security tools
for static source code analysis, fuzzing testing, dynamic and binary testing
Experience with QNX, Linux, iOS, AOSP


