
Our company is growing rapidly and is hiring for a risk mgr. To join our growing
team, please review the list of responsibilities and qualifications.

Responsibilities for risk mgr

Contributes to the review and in some cases sign-off of operational risk
programs executed by the business including Risk and Control Assessment’s,
scenario analysis and initiative assessments
Work directly with the leadership team of the Platform to embed
understanding of the risk profile and risk appetite into strategic decisioning
Ownership of access control systems and maintenance program
Support associates and leads in the execution of risk activities
Initiate and build relationships with key personnel within the functional
groups
Build an organizational structure/resources team, lead Cyber Security Risk
Assessment and Threat Intelligence teams to complete deliverables with
quality, within specified timeframes/budget
Develop, manage, and provide strategic guidance for Cyber Security Risk
Assessment services for global medical device businesses and product
development life cycle
Establish/build resource skill sets required to perform manual analysis of
medical devices including but not limited to reverse engineering,
disassembling, decompiling, and black box testing
Coordinate R&D capabilities for security vulnerability/penetration testing
Guide/lead mitigation strategies for identified vulnerabilities across all
product lines

Qualifications for risk mgr

Example of Risk Mgr Job Description
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Minimum of 5+ years Database experience
SAS, Access, VBA
Entrepreneurial, start-up, and business development skills an advantage
Develop/provide direction for Cyber Security Threat Intelligence service for
Medical Devices


