
Our company is looking for an information security manager. We appreciate you
taking the time to review the list of qualifications and to apply for the position. If
you don’t fill all of the qualifications, you may still be considered depending on
your level of experience.

Responsibilities for information security manager

You have a strong understanding of technical terminology
You have a successful record of accomplishment of developing strategies,
and designing and executing on the associated plan
You are CISSP, CISA or CISM certified, optional but not mandatory
Ideally, you have Project Management experience, optional but not
mandatory
Provides program management expertise for large to enterprise scale
programs with moderate to high complexity
Collaborating with staff and management of multiple worldwide business
units and outside 3rd parties to clearly identify, explain, and communicate
their program involvement, program goals, expectations, tasks, and timelines
Owning the program portfolio by integrating various project schedules, task
assignments, and managing schedule progress - from large phases through to
detailed tasks, including understanding and managing dependencies
Drives key initiatives in the Program Management Office to strengthen and
improve efficiencies across projects
Identifies areas for process improvement and forms working groups to carry
out those improvements
Portfolio management experience at the program level

Qualifications for information security manager

Example of Information Security Manager Job
Description
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Formal training in risk assessment methodology, industrial control systems,
external penetration testing and forensic training is preferred
Structured project management experience and broad experience in
computer and network systems, application development security, desktop
environments
Monitors advancements in information security technologies
Knowledge and experience of ISO/IEC 27001, Privacy, Risk Management,
Information, Personnel, Physical security, Information security, Business
Continuity and Crisis Management
Proven knowledge of PCI-DSS
Demonstrated ability to thrive in an Agile development environment


