
Our growing company is looking for an information security compliance. If you are
looking for an exciting place to work, please take a look at the list of qualifications
below.

Responsibilities for information security compliance

Provide centralized governance for all business unit leads
Champion RSA Archer platform and engineering effort, operations and
onboarding additional modules
Build automation and integration with other products via multiple solutions
such as API, Database
Drive a common technology model to ensure cross enterprise functionality
Evangelize security best practices and business unit security ownership across
the organization
Partners with technology and business leaders to help drive the global
information services strategy with a specific focus on global information
security
Ensures system compliance with governmental requirements
Works collaboratively with technology outsourcing vendors to ensure delivery
and compliance
Responsible for security architecture, systems integration, network design,
compliance, auditing, penetration testing, risk evaluation and assessments,
mobile device management, entrusion detecting, single sign-on management,
risk, and fraud prevention
Creates and manages technology operational expense (OPEX) and capital
expense (CAPEX) plans

Qualifications for information security compliance

Example of Information Security Compliance Job
Description
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Senior level experience and understanding of relevant regulations, laws and
policies across multiple IT compliance domains (SOX, GxP, Privacy, InfoSec, )
gained from career experience
Good Understanding of Risk and Compliance Marketplace
At least 4 years’ IT security working experience in a multinational company
Anti-malware system experience
ISO27001 projector experience preferred


