
Our innovative and growing company is searching for experienced candidates for
the position of information assurance security specialist. Thank you in advance for
taking a look at the list of responsibilities and qualifications. We look forward to
reviewing your resume.

Responsibilities for information assurance security specialist

Support Risk management reporting and actions identified within our
Information Security Risk register
Define deliveries affecting PCI-DSS scope
Ensure smooth transition from Project into Business-as-usual, and defining
Assurance schedules so we can evidence good security management with
internal and external stakeholders
Ensure all new and existing service providers are part of an Assurance
schedule evidencing how Information Security and Data protection
contractual requirements are being met, so we can evidence the same to
Senior management and customers
Report on meeting requirements according to applicable KPIs and SLAs
Support resolution of security incidents, ensure on-going security policy
compliance and support security strategy implementation
A Degree or equivalent experience in ICT domain (Software Development
experience desirable)
Security certifications, like CEH, CISSP, CISM, SSCP, ISO 27001 Auditor
Formal qualification in Information Security domain or equivalent experience
desirable
Provide an accounting of hardware and support life-cycle to both Senior
Management and the Customer of the existing IT infrastructure

Example of Information Assurance Security Specialist
Job Description
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Security credential's in accordance with DoDI-8570.01M
Security Plus or equivalent
Secret clearance - The selected applicants will be subject to a security
investigation and must meet eligibility requirements for access to classified
information
7 - 15 years of directly related work experience preferred
Experience with scripting using Python or equivalent preferred
Interest in Software Defined Networking preferred


