
Our growing company is looking to fill the role of enterprise network. To join our
growing team, please review the list of responsibilities and qualifications.

Responsibilities for enterprise network

Setting up information technology (IT) support systems so end users can
utilize systems with minimal issues
Focus will be on Strategic Enterprise Engineering
Provide technical leadership on major initiatives
Establish roadmap, goals and plans meeting customer business objectives
Evaluate and report on new/emerging network technologies to enhance
capacity, performance and reliability of the network
Brief corporate management and senior customer leadership on evolutionary
initiatives enhancing service delivery over the next 2, 5 and 10 years
Coordination for consistent sustainable multiple WAN/LAN environments
encompassing multiple specializations, platforms and technologies
Lead the research and implementation of enterprise system-wide network
solutions/capabilities/enhancements to support customer business/mission
goals and objectives
Provide architectural & design oversight and life cycle engineering with the
steady state Verizon team for a large integrated customer Cisco Voice & Data
Networking infrastructure
Responsible for maintaining the integrity of the infrastructure through a
detailed knowledge of the components and how they integrate and interact

Qualifications for enterprise network

Strong people development and collaboration skills
LAN knowledge, Proxy servers, network knowledge, network design and

Example of Enterprise Network Job Description
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Experience with networking products such as routers, switches, load
balancers, firewalls, NAC, and WAN optimization products
5 years hands-on experience designing and implementing network
components including switches, routers, firewalls, and cryptographic devices•
Experience and/or education in writing and verbal communication skills• DoD
8570 approved IA certification such as Security+ with Continuing Education
(CE) or CISSP• Must possess a DoD interim or full DoD Secret level security
clearance
Active Cisco CCNA certification required
Availability and flexibility to work in a 24x7x365 shift environment


