
Our growing company is looking for an engineer, cybersecurity. We appreciate
you taking the time to review the list of qualifications and to apply for the
position. If you don’t fill all of the qualifications, you may still be considered
depending on your level of experience.

Responsibilities for engineer, cybersecurity

Support with the the administration of cybersecurity products in the
program's development and test environment
Create or revise the program's technical documentation
Assist in the maintenance of the Log Archiving (Splunk) platform
Work within current change management processes to apply system updates
and patches, provide support for supported security tools
Documenting Cybersecurity exceptions and working with other senior
Cybersecurity team members to update procedures where appropriate
Actively participate in Cloud design sessions for AWS and Azure build-out, for
sandbox, non-prod and prod environments
Investigate next generation encryption technologies
Investigate next generation secure element technologies
Study hypervisor and other software based security mechanisms
Research next generation secure architectures, providing support to the
architecture and systems groups

Qualifications for engineer, cybersecurity

Produce and distribute weekly reports to identify the state of the
environment
Configure and maintain Web/Email and IDS/IPS policies
Perform database maintenance on Web/Email and IDS/IPS management
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Ten years in software product development, certification, or related field
Three plus years in engineering process development preferred


