
Our growing company is looking to fill the role of director, cyber security. If you
are looking for an exciting place to work, please take a look at the list of
qualifications below.

Responsibilities for director, cyber security

Define Cyber controls (standards) for core data assets understanding the
complex and diverse nature of JPMC
Direct supervision and related management duties of the Cyber Security
team (Cyber Security Analysts and Engineers)
Works in partnership with marketing and communications teams
Responsible for driving strategic leadership of the regions Cyber Assessment,
Vulnerability Management, Training, and Exercise programs
Provide guidance and counsel to the regional CIO and key members of the
business leadership team, working closely with senior leaders in defining
objectives for information security, while building relationships and goodwill
Lead regional cyber security planning processes to establish an inclusive and
comprehensive Cyber Assessment, Vulnerability Management, Training, and
Exercise security program for the entire region in support of JPMC goals and
objectives
Establish annual and long-range regional cyber security and compliance
goals, define security strategies, metrics, reporting mechanisms and program
services
Stay abreast of information security issues and regulatory changes affecting
the region in the areas of Vulnerability Management, Assessments, Training,
and Exercise at the state and national level, participate in national policy and
practice discussions, and communicate to senior leadership on a regular basis
about those topics
Represent cybersecurity at key business forums, risk meetings, steering
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Promote the adoption of central, compliant security services, where they
exist and are relevant

Qualifications for director, cyber security

Possess unimpeachable personal and professional integrity
Degree, preferably in the Business / Computer Science discipline, with at
least 3 years' experience in management
Prior experience in Cyber Security
Strong business acumen in identifying and developing business opportunities
with extensive knowledge of sales and marketing concepts and techniques
Strong in conceptual analysis and systems thinking
Resilient in leading and managing change dynamics, drive for results and
highly energetic individual


