
Our innovative and growing company is looking for a cyber. To join our growing
team, please review the list of responsibilities and qualifications.

Responsibilities for cyber

Participate in training and helping our organization to keep up to date with
market standards within the IT, ICS and security area
Provides in-depth research, analysis, and support to Observer Trainers (OTs)
across all functional areas within the Deployable Training Division (DTD),
including preparation for academics, exercises, and staff assist visits, analytic
support during academics, exercises, and staff assist visits (SAVs), and
preparing the functional after-action review, Commander’s Facilitated After-
action Review (FAAR), and Commander’s Summary Report (CSR)
Maintains and reviews historical data and produces functional area overviews
and trend analysis reports
Assists in development and updating functional area focus papers and input
to Joint Doctrine
Provides functional area experience, continuity, and expertise in training and
developing functional area OTs
Serves as military trainer in the functional area as a member of the DTD
Deployable Training Team (DTT), providing facilitated academic seminars,
collecting observations and best practices, and providing advice and
assistance to training audiences during exercises and SAVs
Conducts in-depth research and analysis in preparation for exercises,
provides functional after-action reviews, and provides support to the DTT
Team Chief in preparing the FAAR and CSR
Provides facilitated seminars on joint operations for the KEYSTONE,
CAPSTONE, and PINNACLE programs as part of the Senior Leader Education
Program for the National Defense University
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Research and analyze security threat intelligence from a variety of sources

Qualifications for cyber

Experience working with version control systems (SVN, GIT, ) as part of a
structured development environment
Data/statistical analysis
Full-time students enrolled in a four-year college or university working toward
a BS in a related field
Vigilantly protect User data, ensuring proper handling and protection
electronically
Experience with remote desktop technologies, VNC, RDP
5+ years of experience with developing and revising DoD Joint planning
doctrines and processes


