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Our innovative and growing company is hiring for a cyber. To join our growing
team, please review the list of responsibilities and qualifications.

Responsibilities for cyber

e Problem definition, data exploration, data acquisition and visualization,
evaluating and comparing metrics, deploying various models and iteratively
improving solutions

e Develop continuous improvements with Fusion Center teams to push the
organization towards new and improved ways to use data to improve our
protective posture

e Engage with stakeholders to identify data efficiency requirements

e Will be responsible for instruction of Cyber and security related training

» Serves as a Cyberspace Operations Training Developer/Instructor to identify,
develop, tailor, deploy, and provide Cyber and/or security related training
and will plan, develop, and assist in the implementation of Cyber and/or
security training programs for the client, including Train-The-Trainer (TTT)
items

e Prepare lesson plans and training materials, design product demonstrations,
develop course content, and conduct training

e Performing tasks associatedwith the production cycle, including researching,
tasking, analysis, reporting,assessing, and interacting with customers

e Contributing to knowledge management byentering sources and analytic
findings into appropriate databases and otherrepositories on a timely basis

e Meeting customers' delivery deadlines andsatisfying customer expectations
for accuracy and completenes

e Documenting reports and customer feedback inlocal Request for Information
(RFI) tracking databases and other recordingsystems



Bachelor’s degree students must earn a minimum GPA of 3.0 on a 4.0-point
scale

Must be able to work full time during summer months

BA or BS degree in Cyber, Law Enforcement, or an Intelligence

Have a minimum of seven (7) years of experience, with at least four (4) of
those involving CND and Incident Response

Possess security certifications (CISSP, Security+, IAT certificatoin)

Five or more years of related experience in Advanced Cyber Analytics



