
Our innovative and growing company is looking to fill the role of cyber specialist.
We appreciate you taking the time to review the list of qualifications and to apply
for the position. If you don’t fill all of the qualifications, you may still be considered
depending on your level of experience.

Responsibilities for cyber specialist

The design, deployment, maintenance, configuration, availability, monitoring,
troubleshooting of a multi-site Data Center internal application portfolio
supporting business and IT service delivery
Serves as application SME
Participates and provides design guidance to data center application
customers during initial and sustainment upgrade projects
Implement data network security measures
Acting as a key subject matter expert (SME) on the Application Security team
(directly or via matrix management) acting as an interface between IT and
related functions across business units and application groups to embed
service delivery
Supporting the production of accurate monthly key metrics and measures key
performance indicators for the Application Security function
Integrate information systems security for short and long term test events
that require positive accreditation decision
Perform system design reviews and provide recommendations for compliance
with DoD CS standards and requirements
Provide technical inputs for investigations and analyses of cyber security,
program protection, anti-tamper, anti-jam considerations for presently fielded
and new developments and/or modifications
As a member of the network operations team, this role works closely with
network engineering staff, other functional area technical and security
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Qualifications for cyber specialist

Proven sales track record, with deal sizes in excess of AUD10m+
Minimum of a 4 year degree – Bachelor level or higher preferred
Demonstrated business and industry experience in the government vertical
Exposure to selling complex cyber security solutions that incorporate big
data (incl correlation and enrichment of this data) and cyber threat
intelligence solutions would be highly desirable
Bachelor’s degree in related field such as computer science, engineering,
information systems
Network administration and firewall management experience preferred


