
Our innovative and growing company is looking for a cyber operations. We
appreciate you taking the time to review the list of qualifications and to apply for
the position. If you don’t fill all of the qualifications, you may still be considered
depending on your level of experience.

Responsibilities for cyber operations

Technical direction and vision
Identifying and integrating research
Senior customer engagement
Performing quality assurance of day to day activities deliverables
Develops test plans and tests software security mechanisms for operational
effectiveness and deployment readiness
Delivery Assurance (through secure coding practices, penetration testing, and
developer training)
Technology Risk and Audit Management
Collect data to develop and report metrics that are approved by Air
Force/DoD customers
Provide input to monthly network services outage report that should include
network service outages, their duration, number of users impacted
Provide real-time system operational statistics for proactive management of
network

Qualifications for cyber operations

Experience must include monitoring multiple security tools (SIEM, DLP, IAM
tools), maintaining security platforms and supporting overall security program
Able to articulate cyber security related issues to program management
Experience with at least one of the following SME instructor
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BA or BS degree in Instructional Systems Design, Course Development, or an
SME instructor


