
Our innovative and growing company is searching for experienced candidates for
the position of cyber intelligence analyst. Thank you in advance for taking a look at
the list of responsibilities and qualifications. We look forward to reviewing your
resume.

Responsibilities for cyber intelligence analyst

Lead strategic projects and develop capabilities to enhance and mature
existing cyber threat intelligence functions
Research and document exploitation tools and threat actor tactics for use by
incident responders
Attend any CIRT Review Board (CRB), Analyst Review Board (ARB), and
Engineering Review Boards (ERB) as required
Provide technical/analytical recommendations for improvement to the CIRT
Analyst team
Work with the Senior Analyst /Senior Engineer to improve metrics for
reporting
Make recommendations/train the analysts to improve reporting
Assist in indicator reporting
Working under the guidance of Sr
Collect, analyze, and disseminate information that meets intelligence
requirements
Participate in information sharing lists and groups to collect and share
information meeting intelligence requirements

Qualifications for cyber intelligence analyst

Minimum of 11 years’ experience in Intelligence Community, Cyber analysis

Example of Cyber Intelligence Analyst Job
Description
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Proficiency in IC datasets and tools for telecommunication analysis such as
ICReach, CLIME, Proton, Wrangler, GEMA
Experience with telecommunication protocols
Masters Degree or equivalent in in Computer Science, Information Systems,
Cyber Security, Computer Engineering, Information Assurance, Mathematics
Experience supporting HUMINT
1+ years of experience gathering intelligence from open-sources,
government, industry, and vendor sources


