
Our growing company is hiring for a business information security. To join our
growing team, please review the list of responsibilities and qualifications.

Responsibilities for business information security

Communicates business knowledge and requirements to the Information
Security organization thus ensuring security is aligned with business strategy
and need
Counsels business units in understanding regulatory information security
compliance requirements and helps ensure compliance
Investigates security incidents for the business and works with Information
Security teams to recommend/implement appropriate corrective actions
Analyze impact of new technologies and regulative changes on information
security
Develop and maintain an IT security application testing strategy, policies and
standards, and architecture
Do application tests remotely and onsite to help ensure audit, regulatory and
policy satisfaction
Provide support within the Global IT Security team on all application testing
matters
Provide endorsement to Manager on security projects and operations
personnel
End User Security Expert for the North America Finance Systems
Support risk assessment initiatives, coordinate interaction between ISG and
divisional stakeholders, and develop and maintain related documentation
such as requirements, timelines, reporting, management presentations

Qualifications for business information security

Example of Business Information Security Job
Description
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Formal external project management and security qualification desirable
(PRINCE 2, CISSP, CISM, CISA) or willingness to obtain these
Excellent interpersonal skills the ability to develop and maintain trusted
relationships across the firm are essential
Clear understanding of project management processes, and the ability to
manage key deliverables
Commitment to teamwork and able to demonstrate strong client
relationships
Ability to work under own initiative and prioritise requests as they are
received
Experience of building and managing relationships across a wide stakeholder
base


