
Our growing company is looking for an analyst, cyber security. Thank you in
advance for taking a look at the list of responsibilities and qualifications. We look
forward to reviewing your resume.

Responsibilities for analyst, cyber security

Provide technical support within a cross functional team
Participate in timely implementations of strategic solutions with a focus on
using Agile methodology to iterate fast on design, build, test, and delivery of
digital solutions for manufacturing
Assist with the remediation of identified security events
Support internal Human Resources (HR)/Legal/Ethics investigations
Review threat data from multiple sources and develop recommendations for
securing end points (tuning) or implementation of policy updates
Communicate with customer technical staff and management
Methodically gather, document, and present specific customer requirements
Follow existing processes and procedures, and propose updates to such
Conduct monitoring, analysis, and reporting for key financial information
systems
Provide reporting under the Sarbanes Oxley Act of 2002 (SOX)

Qualifications for analyst, cyber security

Advanced knowledge of cyber security operations, engineering, and
architecture
Proficiency with network analysis techniques and the ability to use commonly
used log collection, aggregation and analysis tools, specifically Splunk
Proficiency with forensic techniques and the most commonly used forensic
toolsets, specifically the full EnCase suite
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Experience with Windows operating system functionality (file system
structure, registry keys, scheduled tasks, processes, services, memory
management, data storage)
A Bachelor's Degree in Computer Science, CyberSecurity, Information
Systems, engineering, or other related scientific or technical discipline and 2
years related experience


