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# Example of Security Information Specialist Job Description

Our growing company is hiring for a security information specialist. Please review the list of responsibilities and qualifications. While this is our ideal list, we will consider candidates that do not necessarily have all of the qualifications, but have sufficient experience and talent.

## Responsibilities for security information specialist

* Conduct theater IA-CND trouble ticket management
* Track and report performance/capability metrics
* Review IA-CND Current Operations trends to identify anomalies for further investigation
* Distribute current IA-CND intelligence information to the USCENTCOM Components
* Integrate IA-CND current operations activities with IA-CND Intelligence activities to support intelligence-operations synchronization
* Track IAVM/CTO/WARNORD compliance
* Integrate IA-CND current operations activities with other USCENTCOM AOR NETOPS Centers
* Analyze network or system changes/reconfigurations for security impacts (performs risk analysis/assessment)
* Document security measure policies
* Travel to CONUS and OCONUS sites to conduct physical and cyber security assessments

## Qualifications for security information specialist

* Bachelor's degree with an emphasis in Management Information Systems, Computer Science, Accounting, Business or a related discipline preferred
* Working knowledge of bank operations and regulatory expectations
* Certification in CISSP, CISA, CISM is preferred
* Knowledgeable of data privacy, IT governance frameworks
* Managing Policies and services
* Managing Adapter Machines