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[bookmark: example-of-mgr-security-job-description]Example of Mgr-Security Job Description
Our innovative and growing company is looking to fill the role of mgr-security. Please review the list of responsibilities and qualifications. While this is our ideal list, we will consider candidates that do not necessarily have all of the qualifications, but have sufficient experience and talent.
[bookmark: responsibilities-for-mgr-security]Responsibilities for mgr-security
· Oversee monitoring of Security alerts from Security Information and Event management (SIEM) platform lead the Managed Security Services Provider (MSSP) services for off-hour monitoring
· Lead day-to-day operations of the CSOC to ensure Security events are being handled efficiently
· Manages the day to day operations of global Information Security
· Responsible for planning, design, implementation and audit of all components of the information security program
· Provides technical leadership in the design, planning, operation, architecting, maintenance and advanced troubleshooting of Information Security
· Stays abreast of regulatory changes that can affect information security policy, standards, and procedures, implements appropriate security program changes, and follows up to ensure completion
· Responsible for security incident response and follow up on IT related security issues
· Proactively suggests and promotes technology and processes that have positive return on investment and deliver value to internal and external customers
· Effectively collaborates with all global information security stake holders
· Proactively researches and champions ways to improve efficiency, thus increasing productivity and ease of use for internal customers
[bookmark: qualifications-for-mgr-security]Qualifications for mgr-security
· 8-10 years of experience in an Information Technology role of which at least 4-6 years in a security related or auditing function
· Working knowledge of regulatory and industry data security standards
· Knowledge of GRC tools preferred
· Excellent verbal, written and interpersonal communication skills, including the ability to communicate effectively with the IT organization, management and business personnel
· 5+ years of demonstrated success in product management
· Confident with the tools and processes of coding, and how software is built and shipped
