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[bookmark: example-of-manager-network-services-job-description]Example of Manager, Network Services Job Description
Our innovative and growing company is looking to fill the role of manager, network services. Please review the list of responsibilities and qualifications. While this is our ideal list, we will consider candidates that do not necessarily have all of the qualifications, but have sufficient experience and talent.
[bookmark: responsibilities-for-manager-network-services]Responsibilities for manager, network services
· Prepare administer work schedules, assignments, status reports and workflow analysis
· Assign tasks, track time, manage projects, conduct workflow analysis and perform team status reporting
· Coordinate resources for team by performing detailed planning, assigning tasks and team mentoring
· Monitor and report upon network performance and capacity
· Ensure network policy, controls, and procedures are maintained throughout team
· Implement and maintain required levels of network security
· Study vendor products to determine those which best meet company needs and assists in presentation of information to management result in purchase and installation of hardware and software
· Assist in supporting non-network technologies such as Servers, SAN, and virtualization
· Follow and be an advocate for the change management processes
· Perform network build-outs, site setup, user training, hardware/software installation, maintenance and support and documentation of operating procedures and processes as necessary
[bookmark: qualifications-for-manager-network-services]Qualifications for manager, network services
· Manage escalations related to network operations and projects
· University degree, preferably with an emphasis in
· Proven, real world work experience in leading the deployment of switching, routing, firewall and network security technologies
· Senior level leadership experience managing team and technical leads across geographic regions
· Routing, switching, perimeter and physical security, cabling infrastructures, desktop technologies, server technologies, storage technologies, design principles for all areas of LAN, MAN and WAN and interoperability with PC and server infrastructures
· At least 5 years’ experience exclusively in an Access Management role with a technology background
