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[bookmark: example-of-information-security-risk-analyst-job-description]Example of Information Security Risk Analyst Job Description
Our company is growing rapidly and is searching for experienced candidates for the position of information security risk analyst. Please review the list of responsibilities and qualifications. While this is our ideal list, we will consider candidates that do not necessarily have all of the qualifications, but have sufficient experience and talent.
[bookmark: responsibilities-for-information-security-risk-analyst]Responsibilities for information security risk analyst
· Ensure that the Information Security risk management program is followed in regards to maintaining the risk registry, monitoring of the risk gaps within the registry, meeting the risk owners, reporting on the risks & escalation to senior management
· Manage and improve the Information Security Risk Tracking processes
· Execute program based on NIST/ISO framework, SANS and industry best practices
· Leverage GRC tools to develop and implement information security risk identification, governance and treatment methodology
· Able to develop appropriate information security risk methodologies, but willing to roll up sleeves and drive execution and implementation
· Experience conceptualizing information security risk into business terms
· Work with a process risk assessment team members to develop an understanding of the business and/or technology process, information security controls and risk management methodology
· HIPAA Compliance Assessments
· Develops and implements policies and procedures to adequately address and control the risk management of the company's assets
· Ensures the company is utilizing modern information security measures
[bookmark: qualifications-for-information-security-risk-analyst]Qualifications for information security risk analyst
· 1-3 years of experience working with vendors and third party service providers required
· Knowledge of security control practices, procedures and principles
· Familiarity with risk assessment and risk management concepts or processes
· Working knowledge of various regulatory security requirements - particularly Sarbanes-Oxley (SOX), HIPAA, and HITECH
· Ability to prioritize multiple tasks and be details oriented
· Travel connected with projects for field locations will be necessary, <>
