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# Example of Cyber Info Assurance Anlyst Job Description

Our company is growing rapidly and is looking for a cyber info assurance anlyst. Please review the list of responsibilities and qualifications. While this is our ideal list, we will consider candidates that do not necessarily have all of the qualifications, but have sufficient experience and talent.

## Responsibilities for cyber info assurance anlyst

* Or local policy
* Exposure to Joint Special Access Program Implementation Guide (JSIG)
* Exposure to Host-Based Security System (HBSS)
* Exposure to Linux Admin
* Level 3 BS in Computer Science, Computer Engineering, or other technical field with 5 years experience, or HS Diploma and 7 years experience
* Computer system operation and the operation of complex software

## Qualifications for cyber info assurance anlyst

* Experience with CERT/CND, network, and system security policies and procedures• Experience with correlating security events across a WAN using SIEM tools (ArcSight preferred)• Experience with other CND tools/applications, such as Network Security Manager, Bluecoat, Barracuda• Current DoD Top Secret clearance• SANS GCIA or GCIH certified preferred
* Bachelor’s Degree, 4 years of experience in lieu of a degree, and at least 2 years of experience
* BS in Computer Science, Computer Engineering, or other technical field with 5 years experience, or HS Diploma and 7 years experience
* Comp TIA Security+ certification or ability to obtain
* Exposure to Risk Management Framework (RMF)
* Desire to become Certified Information Systems Security Professional (CISSP) certified