
Our company is looking to fill the role of access management. To join our growing
team, please review the list of responsibilities and qualifications.

Responsibilities for access management

Maintain the PAM roadmap to remediate gaps and risks accounting for
emerging threats and industry capabilities
Define and maintain requirements, high level processes, including control
points, process inventory and supporting material pertaining to PAM
Assist the security operations teams in translating the standards and high
level processes into detailed processes and services
Support/leverage Information Security/IT Risk awareness and communication
activities to drive the adoption PAM understanding, use of services across
technology teams by providing content, developing documents an
meeting/guiding staff
Provide oversight of control testing conducted by First Line of Defence IT
Risk teams
Ensuring dedicated focus for the new joiner, transfer and leaver processes
A true technical director that inspires creativity and technical leadership from
his/her team
Mainly Performs systems support of Trend Micro AV, IDF and DLP
Performs systems support of Symantec SEP and Mcafee EPO clients as
needed
Provides daily, close coordination with customers, other tiers of support and
remotes sites

Qualifications for access management

Good understanding of Audit framework and methodology
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Strong knowledge of tools, processes and capabilities to drive enhanced
control improvements associated with Privileged Access
In depth knowledge of processes and procedures associated with operating
an administration access help desk
Minimum qualifications Graduate (Bachelor’s Degree in Commerce/other
related background)
Minimum experience Min 8+ years experience in Financial Services
environment for OA and 5 years for TL


